
Ransomware Response
and Recovery
Feeling under threat?

Your day is difficult enough without 
having to deal with a ransomware 
demand.

Ransomware operators have upped 
their game: data leak extortion = >60% 
of intrusions.

The pandemic opened a new door to 
vulnerabilities: phishing, remote access.

With a 160% year-on-year increase in 
ransomware events in 2020 it’s easier 
than ever to disrupt your business: 
average operational downtime at 12 
days.

Ransom demands up to US$50M and 
with high-cost demands and threats to 
your company’s reputation, you need to 
move fast.

Here’s how to get started:

•  Focus on the basics of security 
hygiene

•  Prevent and protect by training and 
testing

•  Know your operations: how to restore 
critical data, quickly

•  Make it personal: collaborate so 
everyone knows how to work 
together

•  Prepare, prepare and prepare again: 
be ready for the bad times

Are you ready?

Do you have robust processes?

Do you have training and coordination 
across your business value chain?

Find out what you can do, now and 
next to be more resilient to 
ransomware.

Improve your ransomware response 
and recovery today.

Find out more at 
www.accenture.com/ransomware
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