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know, in the world and the domain of IoT and 
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organization, and also the sheer volume of 
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So starting with a good strategy would go a long 
way for us and that's what we are trying to help 
our clients with. And it goes all the way with an 
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not comparable to what we see. For example, 
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a good benchmarking, financial services spends 
on average, 15 to 20% of their IT budget on 
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we end up with tons of legacy infrastructure 
that does not cope with the sophisticated 
cyber-attacks that we have.
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